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 الخدمات الأساسية للمخدم

 أنظمة الملفات

  NTFS ،       ReFS، وFAT32و  FATهً ( أنظمة ملفات 4أربعة ) ٌوجد لدٌنا

ً خٌارًا  FAT32  و FAT ألسام تعدلا    FAT 4 فً النمط  المسمٌبلغ الحد الألصى لحجم حٌث  دائمًا ممكنا

 باٌت غٌغا FAT32 23فً النمط  باٌت بٌنما ٌبلغ الحد الألصى لحجم المسمغٌغا 

مهم  أمرفإن نظام الملفات الذي ٌستخدمه نظام التشغٌل ٌعد  Active Directory عندما تخطط لنشر

المعلومات المخزنة على أولاً، ٌمكن لنظام الملفات توفٌر المستوى النهائً من الأمان لجمٌع  .لسببٌن

  .ثانٌاً، إنها مسؤولة عن إدارة وتتبع جمٌع هذه البٌانات .الخادم نفسه

 :نظامٌن رئٌسٌٌن للملفات   Windows Serverً لـ ٌدعم النظام الأساس

 Windows NT File System (NTFS) 

 Resilient File System (ReFS) 

 Resilient File System (ReFS)أولاً : 

 لمساعدة ReFS تم إنشاء (ReFS) نظام ملفات ٌسمى نظام الملفات المرنة Windows Server ٌتضمن

Windows Server 2016 ٌسمح،  على زٌادة توفر البٌانات والعملٌات عبر الإنترنت ReFS لنظام 

Windows Server 2016    بمواصلة العمل على الرغم من بعض الأخطاء التً لد تؤدي عادةً إلى

لحماٌة بٌاناتن من  data integrity تكامل البٌانات ReFS ٌستخدم، والبٌانات أو تعطل النظامفمدان 

 .الأخطاء وكذلن للتأكد من أن جمٌع بٌاناتن المهمة متصلة بالإنترنت عند الحاجة إلى تلن البٌانات

مشكلة النمو  إحدى المشكلات التً كان على أعضاء تكنولوجٌا المعلومات مواجهتها على مر السنٌن هً

مع استمرارنا فً الاعتماد أكثر فأكثر على أجهزة الكمبٌوتر، تستمر بٌاناتنا فً  .السرٌع لأحجام البٌانات

تم  .لسم تكنولوجٌا المعلومات ReFS هذا هو المكان الذي ٌمكن أن تساعد فٌه .التزاٌد بشكل أكبر وأكبر

 داء فً الاعتبار، مما أدى إلى بعض مٌزاتخصٌصًا مع أخذ لضاٌا لابلٌة التوسع والأ ReFS تصمٌم

ReFS التالٌة: 

بالمدرة على تنفٌذ إستراتٌجٌة  ReFS فً حالة تلف المرص الثابت لدٌن، ٌتمتع  : Availability التوفر -1

تتٌح هذه المٌزة استمرار إتاحة البٌانات السلٌمة أثناء إزالة البٌانات  .إنماذ تعمل على إزالة البٌانات التالفة

 .كل هذا ٌمكن المٌام به دون فصل المرص الصلب عن الإنترنت .غٌر السلٌمة

هً المدرة على دعم أحجام وحدات  ReFS إحدى المزاٌا الرئٌسٌة لـ : هً  scalabilityلابلٌة التوسع  -3

 .كٌلو باٌت 16باٌت باستخدام أحجام مجموعات تبلغ  78^3تخزٌن تصل إلى 

2- Robust Disk Updating ٌستخدم  :  نظام تحدٌث المرص ReFS  نظام تحدٌث المرص ٌسمى بنموذج

ٌساعد هذا النموذج على  .)المعروف أٌضًا باسم النسخ عند الكتابة(  معاملات التخصٌص عند الكتابة
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ٌموم بتحدٌث  ReFS تجنب العدٌد من مشكلات المرص الصلب أثناء كتابة البٌانات على المرص لأن

 .باستخدام المرص الذي ٌكتب إلى موالع متعددة بطرٌمة ذرٌة بدلاً من تحدٌث البٌانات فً مكانهاالبٌانات 

للتحمك من أن جمٌع  check-summedنظام  ReFS ٌستخدم:   Data integrityتكامل البٌانات  -4

ابة لتحدٌثات دائمًا التخصٌص عند الكت ReFS ٌستخدم البٌانات التً تتم كتابتها وتخزٌنها دلٌمة وموثولة، 

 .للكشف عن تلف المرص check-summedالبٌانات، وٌستخدم 

 

 Windows NT File System (NTFS)ثانياً: 

 :، بما فً ذلن دعم ما ٌلNTFSً هنان العدٌد من الفوائد لاستخدام

 : Disk Quotasتخصٌص المرص  -1

لمسؤولً النظام تحدٌد  لتمٌٌد ممدار مساحة المرص التً ٌستخدمها المستخدمون على الشبكة، ٌمكن

لٌود الحصص النسبٌة للمرص على  Windows Server 2016 افتراضًٌا، ٌدعم .حصص لرصٌة

أي أنه ٌمكنن تمٌٌد ممدار مساحة التخزٌن التً ٌستخدمها مستخدم معٌن على وحدة  .الحجممستوى 

دادات الحصص تتوفر أٌضًا حلول الجهات الخارجٌة التً تسمح بمزٌد من إع .تخزٌن لرص واحدة

 .التفصٌلٌة

 :  File System Encryptionنظام تشفٌر الملف  -3

هً أن مسؤولً النظام غالبًا ما ٌتم  (NOSs) إحدى المشكلات الأساسٌة فً أنظمة تشغٌل الشبكات

منحهم الإذن الكامل لعرض كافة الملفات والبٌانات المخزنة على الألراص الثابتة، وهو ما ٌمكن 

على سبٌل المثال،  .فً بعض الحالات، هذا ضروري .للك للأمان والخصوصٌةأن ٌكون مصدر 

لإجراء وظائف النسخ الاحتٌاطً والاسترداد وإدارة المرص، ٌجب أن ٌتمتع مستخدم واحد على 

هذه المشكلات من خلال  NTFSو Windows Server 2016 ٌعالج .الألل بجمٌع الأذونات

التشفٌر بشكل أساسً بخلط جمٌع البٌانات المخزنة داخل  ٌموم .السماح بتشفٌر نظام الملفات

عندما ٌطلب مستخدم مرخص له الملفات، ٌتم فن تشفٌرها  .الملفات لبل كتابتها على المرص

باستخدام التشفٌر، ٌمكنن منع استخدام البٌانات فً حالة سرلتها أو اعتراضها من  .وتمدٌمها بشفافٌة

 .سؤول النظامحتى م -لبل مستخدم غٌر مصرح به 

 :  Dynamic Volumesالحجم الدٌنامٌكً  -2

 . تعد الحماٌة من فشل المرص أحد الاهتمامات المهمة لخوادم الإنتاج
لوحدات التخزٌن الدٌنامٌكٌة، ٌمكن لمسؤولً النظام  Windows Server 2016 بفضل دعم

وهً التمنٌة التً   ((Redundant Array of Independent Disks    RAIDتطبٌك تمنٌة 

ألراص كبٌر وسرٌع، أو ٌمكن تمكنن من توصٌل محركً ألراص أو أكثر بالنظام بحٌث ٌعملوا بمثابة محرن 
تعٌٌن تلن المحركات كمحرن ألراص نظام واحد من أجل نسخ )عمل نسخة متطابمة( بٌاناتن 

ٌع المرنة على تنفٌذ عدد من عملٌات التوسو للنسخ الاحتٌاطً الفعلً بشكل تلمائً وفوري

 .إعدادات تكوٌن المرص الأخرى دون الحاجة إلى إعادة تشغٌل الخادم أو إعادة تثبٌتهالألراص 
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ٌتم تضمٌن وحدات  .والنتٌجة هً حماٌة أكبر للبٌانات، وزٌادة لابلٌة التوسع، وزٌادة ولت التشغٌل

 ReFS  التخزٌن الدٌنامٌكٌة أٌضًا فً

4- Self-healing NTFS  الذاتً : الإصلاح 

 Self-healing NTFS حاولحٌث ٌ Self-healing NTFS الآن مٌزة تسمى Microsoft تستخدم

 NTFS ٌسمح نظام .التالفة دون نملها إلى وضع عدم الاتصال NTFS إصلاح أنظمة ملفات  

تسمح و  Chkdsk.exe دون تشغٌل الأداة المساعدة NTFS للإصلاح الذاتً بتصحٌح نظام ملفات

 .بتصحٌح عدم تناسك المرص دون تولف النظام NTFS kernel الجدٌدة المضافة إلى كود المٌزات

5- Mounted Drivers  : 

، ٌمكن لمسؤولً النظام تعٌٌن محرن  Mounted Drivers باستخدام محركات الألراص المحملة

وزٌادة وهذا ٌساعدهم على تنظٌم مساحة المرص على الخوادم  NTFS ألراص محلً إلى اسم دلٌل

على لرص  C:\Users إمكانٌة الإدارة. باستخدام محركات الألراص المحملة، ٌمكنن تحمٌل الدلٌل

فعلً. إذا امتلأ هذا المرص، فٌمكنن نسخ كافة الملفات إلى محرن ألراص آخر أكبر حجمًا دون 

 .تغٌٌر اسم مسار الدلٌل أو إعادة تكوٌن التطبٌمات

 

 : Refsو  NTFSمقارنة بين 

 

من  ReFS ، وٌتكونMicrosoft هما نظاما ملفات تم إطلالهما بواسطة NTFSو ReFS الرغم من أن على

  .بكثٌر من الأمور، إلا أنهما لا ٌزالان مختلفٌن NTFS كود

على أدوات لحماٌة البٌانات، ولكن  ReFSو NTFS :  ٌحتوي كل من نظامً الملفات المصدالٌةفمن ناحٌة  

أكثر  ReSF ، ٌعدNTFS تلمائًٌا من تلف الملف وإصلاحه  ولهذا السبب، بالممارنة معالتحمك  ReFS ٌمكن لـ

 ReFS .مرونة وٌمكنه حماٌة سلامة البٌانات وتوافرها بشكل أفضل

تخزٌن المزٌد من البٌانات عن طرٌك  ReFS ، ٌمكن لـ+B بسبب بنٌة شجرةفلابلٌة التوسع ومن ناحٌة 

 ReFS  32،768ف ، ٌبلغ الحد الألصى لمسار المل اء تخزٌن أفضل من، مما ٌؤدي أٌضًا إلى أد التفرع

 .حرفًا NTFS 255 حرفًا، بٌنما ٌبلغ الحد الألصى لمسار الملف

، ٌمكننا معرفة أن نظامً الملفات هذٌن ٌجب أن ٌكونا ReFSو NTFS وفمًا للاختلافات المذكورة أعلاه بٌن

 .خصٌصًا لمختلف التكوٌنات والاستخدامات الشائعة فً العمل NTFS تم تصمٌم .مختلفٌن فً الاستخدام

، NTFS بالممارنة مع .ٌمكن لوظائفها أن تجعلها مستخدمة على نطاق أوسع وأكثر ملاءمة لمعظم الموالف

 .بسبب افتماره إلى الوظائف الأساسٌة NTFS محكوم علٌه بعدم المدرة على أن ٌكون بدٌلاً عن ReFS فإن

  NTFS مط ملحمًا لـٌمكن أن ٌكون ف

بفضل وظائفه المتمدمة  فً الأساس نظام ملفات أكثر كفاءة للمستخدمٌن المتمدمٌن ReFS ومع ذلن، ٌعد

حماٌة وإصلاح البٌانات لأجهزة الكمبٌوتر التً تتعامل مع كمٌة كبٌرة من البٌانات  ReFS الفرٌدة، ٌستطٌع

 .وتتمتع بمرونة لوٌة
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أكثر  ReFS لد ٌكون .وظائف أكثر واستخدامات أوسع ٌحويت عالمً هو نظام ملفا  NTFSباختصار، 

جاذبٌة للمستخدمٌن الذٌن ٌحتاجون إلى إدارة البٌانات فً بٌئة واسعة النطاق وٌرٌدون الحفاظ على سلامة 

 .البٌانات فً حالة تلف الملف

Configuring Basic and Dynamic Disks : 

ٌتم تمسٌم  نوعٌن من تكوٌنات المرص: الأساسٌة والدٌنامٌكٌة  حٌث  Windows Server 2016 ٌدعم

ٌتم تمسٌم بٌنما  .Windows الألراص الأساسٌة إلى ألسام وٌمكن استخدامها مع الإصدارات السابمة من

 Windows 2000 Server الألراص الدٌنامٌكٌة إلى وحدات تخزٌن وٌمكن استخدامها مع نظام التشغٌل

 حدثوالإصدارات الأ

عند تهٌئة المرص، ٌتم إنشاؤه تلمائًٌا كمرص أساسً، ولكن عند إنشاء مجموعة وحدات تخزٌن متسامحة 

جدٌدة، ٌتم تحوٌل الألراص الموجودة فً المجموعة إلى  new faulttolerant (RAID)   مع الأخطاء

الحاجة إلى إعادة مٌزات التسامح مع الأخطاء والمدرة على تعدٌل الألراص دون  .ألراص دٌنامٌكٌة

 .تشغٌل الخادم هً ما ٌمٌز الألراص الدٌنامٌكٌة عن الألراص الأساسٌة

 :فٌما ٌلً الإجراءات التً ٌمكن تنفٌذها على الألراص الدٌنامٌكٌة

 Creating and deleting simple, striped, spanned, mirrored, or RAID-5 volumes 

 Removing or breaking a mirrored volume 

 Extending simple or spanned volumes 

 Repairing mirrored or RAID-5 volumes 

 Converting from a dynamic disk to a basic disk after deleting all volumes 

Storage Spaces : 

 ٌسمح Storage Spaces .تمنٌة تسمى مساحات التخزٌن Windows Server 2016 تضمن

Windows Server    2016    للمسؤول بإضفاء الطابع الافتراضً على التخزٌن من خلال تجمٌع

ٌمكن بعد ذلن تحوٌل تجمعات التخزٌن هذه إلى ألراص افتراضٌة ، الألراص فً مجموعات تخزٌن

  .تسمى مساحات التخزٌن

 

  Storage Poolsتجمعات التخزين : 

تسمح للمسؤول بتفوٌض الإدارة وتوسٌع تجمعات التخزٌن هً مجموعة من الألراص الفعلٌة التً 

 .أحجام الألراص وتجمٌع الألراص معًا
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التخزٌن للمسؤول الحصول على مساحة خالٌة من مجموعات التخزٌن وإنشاء ألراص  تجمعاتتتٌح 

تمنح مساحات التخزٌن المسؤولٌن المدرة على التحكم الدلٌك  .افتراضٌة تسمى مساحات التخزٌن

  .التخزٌنوالمرونة وطبمات 

 Windows Storage ٌمكن للمسؤول إدارة مساحات التخزٌن ومجموعات التخزٌن من خلال استخدام

Management API أو Server Manager   أو        Windows PowerShell     

فً التعامل مع الملفات و  المرونة تحمٌكحدى مزاٌا استخدام تمنٌة مساحات التخزٌن هً المدرة على أ

 ٌع الأحجام بالشكل المطلوبتوس

 :  Storage Spacesمزاٌا استخدام 

التوفر: تتمثل إحدى مٌزات تمنٌة مساحات التخزٌن فً المدرة على دمج مساحة التخزٌن بشكل  -1

تسمح هذه المٌزة للمسؤولٌن بتحمٌك عملٌات نشر الخدمة  .كامل مع نظام تجمٌع تجاوز الفشل

المسؤولون بالمدرة على إعداد تجمعات تخزٌن لٌتم تجمٌعها عبر ٌتمتع  .المتوفرة بشكل مستمر

 .عمد متعددة داخل مجموعة واحدة

التخزٌن المتدرج تسمح تمنٌة مساحات التخزٌن بإنشاء ألراص افتراضٌة من خلال إعداد  -3

بالنسبة  ؛SSD بالنسبة للبٌانات التً ٌتم استخدامها كثٌرًا، لدٌن طبمة .تخزٌن ذي مستوٌٌن

ستموم تمنٌة مساحات  .HDD نات التً لا ٌتم استخدامها كثٌرًا، ٌمكنن استخدام طبمةللبٌا

التخزٌن تلمائًٌا بنمل البٌانات على مستوى الملف الفرعً بٌن المستوٌٌن المختلفٌن بناءً على 

بسبب التخزٌن المتدرج، ٌتم زٌادة الأداء بشكل كبٌر بالنسبة  .عدد مرات استخدام البٌانات

ت التً ٌتم استخدامها فً أغلب الأحٌان، ولا تزال البٌانات التً لا ٌتم استخدامها تتمتع للبٌانا

 .بمٌزة تخزٌنها على خٌار تخزٌن منخفض التكلفة

التفوٌض إحدى مٌزات استخدام تجمعات التخزٌن هً أن المسؤولٌن لدٌهم المدرة على التحكم  -2

الجمٌل فً هذه المٌزة هو أن  ، و  (ACLs) فً الوصول باستخدام لوائم التحكم فً الوصول

تم دمج  .كل تجمع تخزٌن ٌمكن أن ٌكون له لوائم التحكم فً الوصول الفرٌدة الخاصة به

  Active Directory مجمعات التخزٌن بشكل كامل مع خدمات مجال

Redundant Array of Independent Disks : 

    Redundant والمصفوفات باستخدام تمنٌة تم تضمٌن المدرة على دعم مجموعات محركات الألراص

Array of Independent Disks (RAID)  ًف   Windows Server 2016   ًطرٌمة لتخزٌن نفس وه

لحماٌة  (SSD) البٌانات فً أماكن مختلفة على ألراص ثابتة متعددة أو محركات ألراص ذات حالة صلبة

، ولٌس هدفها جمٌعًا توفٌر RAID توجد مستوٌات مختلفة لـ و  .البٌانات فً حالة فشل محرن الألراص

  .التكرار
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لتحسٌن أداء البٌانات، أو ٌمكن استخدامه لتوفٌر التسامح مع الأخطاء للحفاظ على  RAID ٌمكن استخدام

ثلاثة أنواع من  Windows Server 2016 ٌدعم .تكامل البٌانات فً حالة حدوث فشل المرص الصلب

 .RAID-5، وRAID-1، وRAID: RAID-0 تمنٌات

MPIO Multipath(I/o) Microsoft: 

ٌمكن  .الوظائف اللازمة للكمبٌوتر للاستفادة من مسارات التخزٌن الزائدة عن الحاجة MPIO ٌوفر برنامج

أٌضًا موازنة حركة مرور البٌانات عبر كلا المسارٌن إلى جهاز التخزٌن، مما ٌؤدي فعلًٌا  MPIO لحلول

 .على اختنالات عرض النطاق الترددي للكمبٌوتر إلى المضاء

بالتوفر العالً لأن الكمبٌوتر سٌكون لادرًا على استخدام  (MPIO) ٌرتبط الإدخال/الإخراج متعدد المسارات

وبالتالً، إذا فشل أحد المسارٌن، فسٌستمر التطبٌك فً  .حل بمسارات فعلٌة متكررة متصلة بجهاز تخزٌن

 .صول إلى البٌانات عبر المسار الآخرالعمل لأنه ٌمكنه الو

Configuring iSCSI Target: 

Internet Small Computer System Interface واجهة نظام الكمبٌوتر الصغٌرة عبر الإنترنت 

(iSCSI)  هً بروتوكول ربط ٌستخدم لإنشاء وإدارة اتصال بٌن جهاز كمبٌوتر )البادئ( وجهاز تخزٌن

، والذي ٌسمح باستخدامه عبر TCP 3260 طرٌك استخدام اتصال من خلال منفذوٌتم ذلن عن  .)الهدف(

  .أو الإنترنت WAN أو شبكة LAN شبكة

   iSCSI ، وٌتم استخدامه لتأسٌس اتصاله بهدفiSCSI (iqn) ٌتم تعرٌف كل بادئ بواسطة الاسم المؤهل لـ

وٌختلف  .جهاز تخزٌن عبر الشبكة للسماح بالوصول على مستوى الكتلة إلى iSCSI تم تطوٌر بروتوكول

ٌتصل من خلال استخدام نظام ملفات الإنترنت  (NAS) هذا عن استخدام جهاز تخزٌن متصل بالشبكة

  .(NFS) أو نظام ملفات الشبكة (CIFS) المشترن

 ٌعد الوصول على مستوى الكتلة أمرًا مهمًا للعدٌد من التطبٌمات التً تتطلب الوصول المباشر إلى مساحة

من الأمثلة على التطبٌمات التً تتطلب  Microsoft SQLو Microsoft Exchange ٌعد .التخزٌن

  .الوصول المباشر إلى مساحة التخزٌن

 ٌمكن لـ .أٌضًا بمٌزة أخرى تتمثل فً لدرته على توفٌر الأمان لأجهزة التخزٌن iSCSI ٌتمتع بروتوكول

iSCSI استخدام بروتوكول مصادلة المصافحة (CHAP أو MSCHAP)  للمصادلة وأمان بروتوكول

دون الحاجة  iSCSI توصٌل جهاز تخزٌن Windows Server 2016 ٌستطٌع .للتشفٌر (IPsec) الإنترنت

 .مضمن فً نظام التشغٌل Microsoft iSCSI وذلن لأن بادئ .إلى تثبٌت أي برامج إضافٌة

ٌتم الوصول الٌها من لبل كل المستخدمٌن الذٌن ٌتحدد لهم  ٌحٌث ISCSIٌتم اضافة أي جزء من الهارد الى 

   ISCSIالسماحٌة بالوصول الى الـ
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Internet Storage Name Service  : 

 الغرض من .لأنه ٌكتشف تلمائًٌا الأهداف المتاحة على الشبكة iSCSI ٌسمح بالتسجٌل المركزي لبٌئة

iSNS  المتاحة على شبكةهو المساعدة فً العثور على الأهداف iSCSI كبٌرة 

 ٌسُتخدم للتسجٌل فً iSNS عمٌلالذي ٌتضمن   ISCSI-Initialorعبر استخدام   ISCSIٌتم الوصول الى 

iSNS . 

أو من  DCHP بماعدة بٌانات للعملاء الذٌن لامت بتسجٌلهم إما من خلال اكتشاف iSNS تحتفظ مٌزة

 iSNS بعد تثبٌت الخدمة، وٌتم استخدامه للسماح لعملاء iSNS DHCP ٌتوفرحٌث خلال التسجٌل الٌدوي 

ٌدوًٌا  iSNS ، فٌجب تسجٌل عملاءiSNS DHCP ومع ذلن، إذا لم ٌتم تكوٌن iSNS باكتشاف مولع

  iscsicli باستخدام الأمر

Using Windows Deployment Services : 

لنشر أنظمة التشغٌل وهً استخدام  هنان طرٌمة أخرى تستخدمها العدٌد من ألسام تكنولوجٌا المعلومات

 لمسؤول تكنولوجٌا المعلومات بتثبٌت نظام تشغٌل WDS ٌسمح .Windows (WDS) خدمات نشر

Windows ٌتٌح لن استخدام .دون استخدام لرص التثبٌت WDS  نشر نظام التشغٌل من خلال التثبٌت

 .على الشبكة

WDS Server Requirements: 

 ٌ وحدة تحكم مجال أو عضوًا فً مجالجب أن ٌكون الكمبٌوتر Active Directory. 

 ٌجب تهٌئة لسم واحد على الألل على الخادم بتنسٌك NTFS. 

 ٌجب تثبٌت WDS على الخادم. 

 ٌجب أن ٌكون نظام التشغٌل Windows Server 2003          على الألل 

 وذلن باستعمال محولات شبكٌة من النوع  : ٌجب تثبٌت محول الشبكة  Preboot Execution 

Environment      PXE  

  Windows وهً أحد أهم المكونات التً تحتاج إلى الانتباه إلٌها عند استخدام خادم نشر

التً ٌمكنها التحدث إلى الشبكة دون الحاجة  (NIC) هً بطالات واجهة الشبكة PXE وهً أجهزة الاللاع

ٌعد هذا أمرًا  .الاللاع ضمن البرامج الثابتة للتمهٌد تحتوي على مجموعة من أوامرو  .إلى نظام تشغٌل

وتطلب البٌانات اللازمة  WDS تتصل بخادم PXE نظرًا لأن محولات التمهٌد WDS مهمًا عند استخدام

لها لا تحتوي على نظام  WDS تذكر أن معظم الأجهزة التً تستخدم .لتحمٌل نظام التشغٌل عن بعُد

ٌمكنها الاتصال بالشبكة دون الحاجة إلى نظام  NIC اجة إلى محولاتأنت بح .تشغٌل على الكمبٌوتر

  .بشكل صحٌح WDS تشغٌل لكً ٌعمل

 لنفس السبب، ٌجب علٌن إعداد DHCP لمبول أجهزة       PXE حتاج هذه الأجهزة إلى عنوانحٌث ت 

TCP/IP صالح حتى تتمكن من الاتصال بخادم WDS. 
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Using Windows Server Update Services : 

 Software ، والمعروفة سابمًا باسم Windows Server Update Services (WSUS)  ٌتم استخدام

Update Services (SUS)للاستفادة من مٌزات ، Windows Update تموم .داخل بٌئة الشركة WSUS 

 .الداخلٌٌنعلى خادم الشركة، والذي بدوره ٌوفر التحدٌثات لعملاء الشركة  Windows بتنزٌل تحدٌثات

تم  .ٌتٌح ذلن للمسؤولٌن اختبار التحدٌثات التً ٌتم نشرها داخل بٌئة الشركة والتحكم فٌها بشكل كامل

 System Center للعمل فً شبكات الشركات متوسطة الحجم التً لا تستخدم WSUS تصمٌم

Essentials 2016   

 :له العديد من المزايا WSUS استخدام

  ًضمن شبكة إنترانت خاصة بالعمل كخادمفهو ٌسمح لخادم داخل Windows Update 

 .افتراضً

 ٌتمتع المسؤولون بالتحكم الانتمائً فً التحدٌثات التً ٌتم نشرها ونشرها من مولع Windows 

Update  العام. لا ٌتم نشر أٌة تحدٌثات على أجهزة الكمبٌوتر العمٌلة إلا إذا وافك علٌها المسؤول

 .أولاً 

  للمسؤولٌن التحكم فً مزامنة التحدٌثات من مولعٌمكن Windows Update العام إلى خادم    

WSUS   ما ٌدوًٌا أو تلمائًٌاإ. 

 ٌمكن للمسؤولٌن تكوٌن التحدٌثات التلمائٌة على أجهزة الكمبٌوتر العمٌلة للوصول إلى خادم  

WSUS المحلً بدلاً من مولع Windows Update العام. 

 تموم WSUS ص كل تحدٌث للتأكد من لٌامبفح Microsoft  بالتولٌع علٌه رلمًٌا. ٌتم تجاهل أٌة

 .تحدٌثات غٌر مولعة رلمًٌا

  ٌمكن للمسؤولٌن تحدٌد ما إذا كان بإمكان العملاء الوصول إلى الملفات المحدثة من الإنترانت أو

ذي ٌسُتخدم بشكل انتمائً، وال Microsoft العام الخاص بشركة Windows Update من مولع

 .لدعم العملاء البعٌدٌن

 ٌمكن للمسؤولٌن نشر التحدٌثات للعملاء بلغات متعددة. 

  ٌمكن للمسؤولٌن تكوٌن الاستهداف من جانب العمٌل لمساعدة الأجهزة العمٌلة فً الحصول على

 .التحدٌثات

  ًٌا إلى ٌسمح الاستهداف من جانب العمٌل لأجهزة الكمبٌوتر فً مؤسستن بإضافة نفسها تلمائ

 .WSUS مجموعات أجهزة الكمبٌوتر التً تم إنشاؤها فً وحدة تحكم

 ٌمكن للمسؤولٌن تكوٌن خادم إحصائٌات WSUS  لتسجٌل الوصول إلى التحدٌث، مما ٌسمح لهم

 وخادم إحصائٌات WSUS بتتبع العملاء الذٌن لاموا بتثبٌت التحدٌثات. ٌمكن أن ٌتواجد خادم

WSUS على نفس الكمبٌوتر. 

  ٌمكن للمسؤولٌن إدارة خوادمWSUS  عن بعد باستخدامHTTP  أوHTTPS  إذا كان متصفح الوٌب

 أو أحدث. Internet Explorer 6.0الخاص بهم هو 
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 ،WSUS للعمل كخادم WSUS متطلبات خادم

 :ٌجب أن ٌفً الخادم بالمتطلبات التالٌة 

 ٌجب أن ٌتم تطبٌك كافة تصحٌحات الأمان الحالٌة. 

 م تشغٌل ٌجب أن ٌتInternet Information Services خدمات معلومات الإنترنت (IIS)  

 ٌجب أن تكون متصلاً بالشبكة. 

 وٌجب أن ٌحتوي على لسم NTFS  مٌجاباٌت لتثبٌت برنامج  111بمساحة حرة على المرص تبلغ

جٌجاباٌت لتخزٌن كافة ملفات  6، كما ٌجب أن ٌحتوي على مساحة خالٌة تبلغ WSUS خادم

 .تحدٌثال

  من 3.1ٌجب أن ٌستخدم الإصدار BITS.   Background Intelligent Transfer Service 

 ٌجب أن ٌستخدم Microsoft Management Console 3.0     

 ٌجب أن ٌستخدم Microsoft Report Viewer Redistributable 2008  

  ٌجب تمكٌنWindows Defender  على خادمWSUS.  

 

Web server : 

اعتمادًا على ما هو مطلوب، ٌمكن أن  HTTP وٌرسل استجابة HTTP ٌتلمى خادم الوٌب طلبات

أو ممطع فٌدٌو أو صورة أو رسالة تعٌد توجٌه  HTML ملف تكون الاستجابة أي شًء بدءًا من

 آخر URI إلى HTTP عمٌل

لد ٌستخدم ، للعمٌلوتمدٌم استجابة  HTTP ٌتمثل الدور الأساسً لخادم الوٌب فً تحلٌل طلبات

 .خادم الوٌب أٌضًا تطبٌمًا من جانب الخادم لإنشاء استجابة دٌنامٌكٌة

 

تم تصمٌم خوادم الوٌب لتكون فعالة، وتستجٌب لأكبر عدد ممكن من الطلبات فً ألصر ولت 

 .للمٌام بذلن، تم تصمٌمها مع مراعاة البساطة ،ممكن، مع ألل لدر ممكن من استخدام الموارد

  .تمدٌم الملف المطلوب من نظام الملفات بشكل افتراضً ٌتلمى خادم الوٌب طلبًا، سٌحاولعندما 

 

فً سٌنارٌو أكثر تمدمًا، لد ٌتم تكوٌن خادم الوٌب لتمرٌر الطلب إلى برنامج لادر على التعامل معه 

 الذي ٌمدم استجابة لطلب Perl على سبٌل المثال، لد ٌكون لدي تطبٌك .بشكل مناسب

mysite.com/cgi-bin/todaysDate الذي ٌستجٌب بمالب ٌوضح التارٌخ والولت الحالٌٌن. 

 

والمنافذ، وتستمع للطلبات على المنافذ الشائعة  IP فً النهاٌة، ترتبط خوادم الوٌب الفردٌة بعناوٌن

 ٌمكن أن ٌكون لدٌهم العدٌد من الأسماء الفرٌدة .HTTPS لـ TCP/443و HTTP لـ TCP/80 مثل

والمنفذ، والذي ٌتم التعامل معه من خلال مفهوم ٌسمى  IP المخصصة لهم، حتى على نفس عنوان

 PHP توفر خوادم الوٌب أٌضًا بٌئة حٌث ٌمكن لبرنامج من جانب الخادم، مثل .الخوادم الافتراضٌة

 .وغٌرها، تنفٌذ الاستجابات وإرسالها مرة أخرى pythonو Perlو
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تعتمد العدٌد من تطبٌمات المؤسسات على خوادم الوٌب  .ٌب سهلة التكوٌنعادةً ما تكون خوادم الو

للاستجابة مباشرة لطلبات الملفات الثابتة، بدلاً من الملفات الدٌنامٌكٌة التً ٌتم "تفوٌضها" لخوادم 

على سبٌل المثال، شعار مولع الوٌب  — الملف الثابت هو نفسه فً كل مرة ٌتم طلبه .التطبٌمات

  .وهو بشكل عام ملف منطمً موجود فً دلٌل على لرص متصل بخادم الوٌب - لشركةالخاص با

 

 :Windows serverتفعيل مخدم الويب على 

 Internet informationٌتم تفعٌل خادم الوٌب على الوٌندوز سٌرفر عبر تفعٌل خدمة 

services (IIS)  الذي ٌدعم بروتوكولاتHTTP  وHTTPS  و بروتوكولات نمل الملفاتFTP 

   SMTPالبرٌد الالكترونً البسٌط  و بروتوكول TFTPو

وإعطاء عنوان  IP، مما ٌسمح بإضافة عدة عناوٌن  لٌدعم عدة موالع مختلفة ISSلد تم تصمٌم الـ و

 لكل مولع على نفس السٌرفر

موالع الالكترونٌة علٌه الذ ٌمل كمخدم وٌب ٌسمح باستضافة ال  Apacheكما ٌمكن تنزٌل تطبٌك 

 أٌضاً علة وٌندوز سٌرفر

 

 :الوصول عن بعد الى السيرفر

 

1- WinRS/WinRM : 

ػٍ بؼذ  Windows أسٓم طشٌقت لإداسة خادو Windows Remote Shell/Management تؼذ أداة

 POWERSHELLأٔ  CMDػبش استؼًال أداة 

 ، ًٌكٍ استخذاو ْزا نتشغٍم يًاثم بؼٍذ نـMicrosoft ػهى انشغى يٍ ػذو ركش رنك صشاحتً فً ٔثائق

cmd.exe انزي ٌُشئ سطش أٔايش تفاػهً ػهى انُظاو انبؼٍذ، بذلاً يٍ استخذايّ كخٍاس سطش أٔايش نتُفٍز ،

 .أيش ٔاحذ ػهى خادو بؼٍذ

 winrm" ، الأيش Windows يٍ يٕجّ أٔايشنتفؼٍم انٕصٕل ػٍ بؼذ انى انسٍشفش ٌجب أٌ َكتب 

Quickconfig" أٔ انُسخت انًختصشة "winrm qc    

بتُفٍز انؼًهٍاث انتانٍت: بذء  ( winrm qc ٔانزي ًٌكٍ اختصاسِ بـ  winrm Quickconfig ٌقٕو الأيش

تكٌٍٕ يستًغ نهًُافز انتً  .م انخذيت ػهى انتشغٍم انتهقائً، ٔتؼٍٍٍ َٕع بذء تشغWinRMٍ تشغٍم خذيت

  ػهى أي ػُٕاٌ HTTPS أٔ HTTP باستخذاو WS-Management تشسم ٔتستقبم سسائم بشٔتٕكٕل

IP 

 CMD يًا سٍسًح بانٕصٕل ػٍ بؼذ ػبش 

  CMDثى يٍ انكًبٍٕتش انبؼٍذ َذخم انى 

http://technet.microsoft.com/en-us/library/dd163506.aspx
http://technet.microsoft.com/en-us/library/dd163506.aspx
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  winrs -r:myserver.mydomain.tldأٔلاً َكتب اسى انسٍشفش نهٕصٕل انٍّ كًا ٌهً 

 َٔكتب انتؼهًٍاث انتً تًكُُا يٍ اراسة انسٍشفش

 

 سطح الكمبيوتر البعيد : الوصول باستخدام  -2

ٌشٌر مصطلح سطح الكمبٌوتر البعٌد الى مٌزة نظام تشغٌل تسمح بتشغٌل بٌئة سطح الكمبٌوتر للكمبٌوتر 

من خلال نموئج عمٌل / خادم حً ٌتم تثبٌت الشخصً عن بعد وتتم مشاركة خدمات سطح الكمبٌوتر البعٌد 

بت على السٌرفر المراد برنامج العمٌل على  كمبٌوتر محلً ثم ٌتصل عبر الشبكة  ببرنامج الخادم المث

 التحكم به

ٌجب أن ٌتم تفعٌل إمكانٌة الوصول عن بعد عبر خدمة  سطح المكتب البعٌد وذلن من 

 السٌرفر عبر الخطوات التالٌة :

 افتح مدٌر الخادم من لائمة ابدأ -1

 "ٌجب أن ٌكون الإعداد الافتراضً هو "سطح المكتب البعٌد ."انمر على "الخادم المحلً -3

 ""معطل" لفتح نافذة خصائص النظام فً علامة التبوٌب "التحكم عن بعدحدد   -2

  .انمر فوق "السماح باتصالات سطح المكتب البعٌد بهذا الكمبٌوتر" فً نافذة خصائص النظام -4

 انمر فوق "موافك" فً الرسالة المتعلمة بمواعد جدار الحماٌة -5

 Remote مكنهم الوصول إلى النظام عبرانمر فوق "تحدٌد المستخدمٌن" لتحدٌد الموظفٌن الذٌن ٌ -6

Desktop 

 

الآن ٌتم الدخول من جهاز بعٌد باستخدام تطبٌك الاتصال بكمبٌوتر بعٌد وذلن من حساب مستخدم مصرح 

 عبر إضافة اسم او عنوان السٌرفر المراد الوصول الٌه و كلمة السر اللازمة لذلن له بذلن

 

 


