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 المهام والإجرائياتوإدارة  إدارة المستخدمين والمجموعات  

 
 

 ( Users and Group files) ملفات إدارة المستخدمين والمجموعات
لمستخدم بايتم إنشاء مجموعة خاصة  حيث user private group (UPG،)مجموعة خاصة للمستخدم  هيكلية تحدد Fedoraستخدم ت

كلما تمت إضافة مستخدم جديد إلى النظام. تمتلك هذه المجموعة نفس اسم المستخدم الذي تم إنشاؤها من أجله وهذا المستخدم هو العضو 

 .user private groupالوحيد في المجموعة 

تم إنشاؤه حديثاً من قبل مستخدم، مما يسمح لكل من المستخدم ومجموعة هذا المستخدم  يتم تعيين أذونات افتراضية لملف أو دليل

(UPG بإجراء تعديلات على الملف أو ).الدليل 

 وسنستعرضها فيما يلي: /etc/كل ملفات إدارة المستخدمين والمجموعات توجد ضمن إنّ 

 الموجودين في النظام حيث تكون بياناته وفق الشكل التالي:وهو ملف يحوي معلومات عن كل المستخدمين  :passwdملف  .1

 

Username:x:UID:GID:comment:homedirectory:shell 
 مثلّ الاسم الكامل للمستخدم.على تعليق معين ي   commentحيث تدل ال 

 

 

 التالي:حيث تكون بياناته وفق الشكل ولكن مشفّرة المستخدمين  كلمات مروروهو ملف يحوي  :shadowملف  .2

 

Username:'encrypted password’ 

 
 

جِدت إشارة التعجّب دون كلمة المرور  قفل، وإذا و  يمكن أن تكون كلمة المرور مسبوقة بإشارة تعجّب )!( أي أن الحساب م 

قفل ولم يستخدم المستخدم هذا الحساب بعد ولم يضع له كلمة مرور. شفّرة بعدها فذلك يعني أن الحساب م   الم 

 

 مع معرّف فريد لكل مجموعة، ويحوي كل سطر معلومات كالتالي:تخزين قائمة بجميع المجموعات فيه يتم  :groupملف  .3

Group:x:GID: 
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شفّرة xولكن بدل  groupيحوي نفس معلومات الملف  :Gshadowملف  .4   يتم وضع كلمة المرور م 

 

 

 إضافة وحذف وتعديل المستخدمين والمجموعات
 

 المستخدمين باستخدام واجهة المستخدم الرسوميّةإدارة -1

 ندخل من اسم المستخدم بالأعلى إلى إعدادات النظام:

 

 

 (:-( و )+, ويمكننا إضافة أو حذف مستخدم باستخدام إشارتي ) User Accountsندخل بعدها إلى 

 

( أو إداريّ Standardفيما إذا كان عادي )نضغط على )+( لإضافة حساب مستخدم جديد ويمكننا بعدها تحديد نوع الحساب 

(Administrator:مع تحديد الاسم الكامل مع اسم المستخدم كالتالي ) 
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فعّل ويجب تفعيله وذلك بتعيين كلمة مرور له:  نلاحظ أنّه وبعد إضافة المستخدم سيكون حسابه غير م 

 

 

 فتظهر الواجهة التالية لتعيين كلمة المرور وطريقة تحديدها: Account disabledحيث نضغط على 

 

 

فعلّاً وجاهزاً للاستخدام وتسجيل الدخول عبره.  وبذلك يصبح الحساب م 
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 (managing users and groups using command line utilities) الأوامرإدارة المستخدمين والمجموعات باستخدام أدوات سطر -2

 لإدارة المستخدمين والمجموعات: Command Line البالجدول التالي أدوات بنوضّح 

Description Utilities 

Displays user and group IDs. Id 

Displays the groups that the user belong. Groups 

Standard utilities for adding, modifying, and 

deleting user accounts. 

useradd, usermod, userdel 

Standard utilities for adding, modifying, and 

deleting groups. 

groupadd, groupmod, groupdel 

Standard utility for administering 

the /etc/group configuration file. 

gpasswd 

Utilities that can be used for verification of the 

password, group, and associated shadow files. 

pwck, grpck 

Utilities that can be used for the conversion of 

passwords to shadow passwords, or back from 

shadow passwords to standard passwords. 

pwconv, pwunconv 

Similar to the previous, these utilities can be 

used for conversion of shadowed information 

for group accounts. 

grpconv, grpunconv 

 

 

 إضافة مستخدم جديد

 (rootمع الدخول كمستخدم إداريّ )الأوامر نكتب ما يلي على سطر  للنظام،لإضافة مستخدم جديد 

useradd options username 

 

قفل بإنشاء حساب مستخدم  useraddيقوم الأمر  افتراضيّاً، أيضاً )التالي ويجب فك قفله باستخدام الأمر  (،Locked user account)م 

 :(rootالدخول كمستخدم إداريّ يجب 

passwd username 

 

 :useraddونستعرض ضمن الجدول التالي أبرز الخيارات التي ت ستخدم مع الأمر 

Description Option 

comment can be replaced with any string. This option is generally used to 

specify the full name of a user. 

-c 'comment' 

Home directory to be used instead of default /home/username/. -d home_directory 

Date for the account to be disabled in the format YYYY-MM-DD. -e date 

Number of days after the password expires until the account is disabled. 

If 0 is specified, the account is disabled immediately after the password 

expires. If -1 is specified, the account is not disabled after the password 

expires. 

-f days 
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Group name or group number for the user’s default (primary) group. The 

group must exist prior to being specified here. 

-g group_name 

List of additional (supplementary, other than default) group names or 

group numbers, separated by commas, of which the user is a member. The 

groups must exist prior to being specified here. 

-G group_list 

Create the home directory if it does not exist. -m 

Do not create the home directory. -M 

Do not create a user private group for the user. -N 

The password encrypted with crypt. -p password 

Create a system account with a UID less than 1000 and without a home 

directory. 

-r 

User’s login shell, which defaults to /bin/bash. -s 

User ID for the user, which must be unique and greater than 999. -u uid 

 

 مثال:

 

 

 تعديل معلومات مستخدم

  حة بالجدول السابق.يقبل نفس الخيارات الموضّ الذي  usermodيتم باستخدام الأمر 

 مثال: يمكن إلحاق المستخدم بمجموعة أ خرى مختلفة عن مجموعته الأساسية كالتالي:

 

 .G–الخيار  بواسطةحددها ن   (root)ولتكن  ثانوية مجموعةب في مثالنا( ali3)مستخدم  (appendلإلحاق ) a–حيث نستخدم الخيار 

 الذي أجرينا لتعديل عليه ونتحقق من المجموعات التي ينتمي إليها كالتالي:نبدلّ للمستخدم 
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، سيتم تغيير المجموعة التي ينتمي إليها المستخدم إلى المجموعة التي تم تحديدها مع G–الخيار مع  a–في حال لم يتم استخدام الخيار 

)أي سيتم تجاهل أي مجموعة كان ينتمي إليها المستخدم وسبق تحديدها  فقط ولن يتم إضافة المستخدم لمجموعة مختلفة عنها G–الخيار 

 .(G-عبر الخيار 

 

 .rootدون المجموعة السابقة  aliنلاحظ أن المستخدم أصبح ينتمي لمجموعته الافتراضية وللمجموعة 

 

 حذف مستخدم

 (.logged out)لحذف حساب مستخدم بشرط أن يكون مسجّلاً للخروج  userdelنستخدم الأمر 

 

 

 

 إضافة مجموعة جديدة

 :rootلإضافة مجموعة جديدة للنظام , ونكتب كالتالي بعد الدخول كمستخدم  groupaddنستخدم الأمر 

groupadd options group_name 

 :groupaddونوضّح بالجدول التالي الخيارات الممكن استخدامها مع الأمر 

Description Option 
When used with -g gid and gid already 

exists, groupadd will choose another unique gid for the 

group. 

-f, --force 

Group ID for the group, which must be unique and greater 

than 999. 

-g gid 

Allows creating groups with duplicate GID. -o, --non-unique 

Use this encrypted password for the new group. -p, --password password 

Create a system group with a GID less than 1000. -r 

 

عرّف الذات  students: لننشئ المجموعة 1 مثال  :1500م 

 

 :مع تحديد كلمة مرور لها Admins( ولتكن System group: إنشاء مجموعة إداريّة )2مثال 
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 الانتقال بين المجموعات

 :newgrpنستخدم الأمر 

 

 حذف مجموعة

 :groupdelيتم باستخدام الأمر 

 

 

 (Account security) أمن الحساب
 

 وحماية حساب المستخدمين:فيما يلي بعض الطرق المتبّعة لأمن 

 (Enabling Password Aging)لكلمة المرور  ةمحدّد مدةتفعيل  (1

 كالتالي: chageذلك باستخدام الأمر  يتم 

chage options username 

 :chageوفيما يلي جدول يوضّح الخيارات المتاحة مع الأمر      

Description Option 

Specifies the number of days since January 1, 1970 the password was changed. 

The date may also be expressed in the format YYYY-MM-DD. 

-d days, --lastday 

Specifies the date on which the account is locked, in the format YYYY-MM-DD. 

A user whose account is locked must contact the system administrator before 

being able to use the system again. 

-E date, --expiredate 

Specifies the number of inactive days after the password expiration before 

locking the account. If the value is 0, the account is not locked after the 

password expires. 

-I days, --inactive 

Lists current account aging settings. -l, --list 

Specify the minimum number of days after which the user must change 

passwords. If the value is 0, the password does not expire. 

-m days , --mindays 

Specify the maximum number of days for which the password is valid. When 

the number of days specified by this option plus the number of days specified 

-M days, --maxdays 
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with the -d option is less than the current day, the user must change passwords 

before using the account. 

Specifies the number of days before the password expiration date to warn the 

user. 

-W days , --warndays 

 

 : 1مثال 

 الافتراضية لحساب معيّن: password Agingعرض قيم معلومات 

 

 :2 مثال

 :ويجب تغييرها عند هذا التاريخ تعيين يوم محددّ لانتهاء صلاحية كلمة المرور للمستخدم

 

 

 لكلمة agingال فإنه يعرض قيم  (،مستخدم )أي عندما لا يتم تحديد خيارات سطر أوامرالاسم بمباشرةً  chageعندما يتبع الأمر  -

 المرور الحالية للمستخدمين المحددين ويسمح لك بتغيير هذه القيم بشكل تفاعلي.
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بحيث تنتهي صلاحيتها في المرة الأولى التي يسجل فيها المستخدم الدخول. وهذا يفرض على المستخدمين مرور اليمكنك إعداد كلمة 

 تغيير كلمات المرور على الفور.

 

 من المستخدم إدخال كلمة مرور جديدة. بعدهاي طلب وس

 

 (Enabling Automatic Logouts)تفعيل تسجيل الخروج التلقائيّ  (2

لتقليل هذه  ل جلسة تسجيل الدخول غير المراقبة مخاطرة أمنية كبيرة.شكّ قد ت   ،rootعندما يتم تسجيل دخول المستخدم ك  خاصةً 

 إعداد النظام لتسجيل خروج المستخدمين الغير نشطين تلقائيًا بعد فترة زمنية محددة: نايمكن المخاطر،

نصّبة  screenنتأكد أولاً من أن الحزمة  -1  للاستعمال:وجاهزة م 

 

 للتأكد من عدم مقاطعة معالجة هذا الملف: etc/profile/ ونضيف السكر التالي إلى بداية الملف rootندخل كمستخدم  -2

trap "" 1 2 3 15 

 

  :في كل مرة يسجّل بها المستخدم الدخول screen session لبدء جلسة etc/profile/نضيف الأسطر التالية إلى نهاية الملف  -3

SCREENEXEC="screen" 

if [ -w $(tty) ]; then 

  trap "exec $SCREENEXEC" 1 2 3 15 

  echo -n 'Starting session in 10 seconds' 

  sleep 10 

  exec $SCREENEXEC 

fi 

 

 ى المستخدم الانتظار عشر ثوانٍ.ن علسيتم عرض رسالة وسيتعيّ  جديدة،لاحظ أنه في كل مرة تبدأ جلسة 

 

 

 

( بعد فترة معينة من عدم screen sessionلإغلاق جلسة الشاشة ) / etc / screenrc لإعداداتأضف الأسطر التالية إلى ملف ا -4

 النشاط:

idle 120 quit 

autodetach off 

 .ثانية 120سيؤدي هذا إلى ضبط الحد الزمني على 

 

 الأسطر التالية:إعداد النظام لقفل الجلسة فقط باستخدام  ذلكبدلاً من يمكنك 
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idle 120 lockscreen 

autodetach off 

 .مرة أ خرى لفتح الجلسة كلمة المرور يتم طلبس الطريقة،ذه به

قبلة التي يسجل فيها المستخدم الدخول إلى النظام. السابقة تسري التغييرات  في المرة الم 

 (Process Administrationالمهام والإجرائيات )إدارة 

 يجب أن تكون قادرًا على مراقبة الإجرائيات والتحكّم فيها. ال،فعّ بشكل  Fedoraمن أجل إدارة نظام 

 الإجرائيات. أدوات متعددة لمراقبة نشاط الإجرائية واستخدام الموارد وتعديل أولوية الإجرائية وإنهاء  Fedoraتوفّر 

 

 (Processes and Zombies) معالجة الإجرائيات

  الإجرائية(Process)  يتم إنشاء إجرائيتين. مرتين سإذا قمت بتشغيل برنامج وهي نسخة قيد التشغيل من البرنامج 

هناك مجموعة من المعلومات المرتبطة بكل و والذي يتم تعيينه  بشكل تسلسلي (،PIDتحديد الإجرائيات برقم معرّف الإجرائية ) ميت

 :ما يلي تتضمن جرائية،إ

- nice:  

ت ية بالإضافة إلى مقدار وقجرائالتي تتلقاها الإ ةد مقدار وقت المعالج، والتي تحدّ  الإجرائيةقيمة ت ستخدم لتغيير أولوية جدولة 

 .(Parent processللإجرائية الأب ) التابعة( child processes) لإجرائيات الأبناءا من قبل. هذه القيمة موروثة المعالجة

- Parent process ID:  

 معرّف الإجرائية الأب التي كانت السبب في بدء الإجرائية الابن.

- real user ID and effective user ID: 

 جرائية.المعرّف العددي للمستخدم والمستخدم الذي يشغّل الإ 

- real group ID and effective group ID: 

 المعرّف العددي للمجموعة والمجموعة التي تشغّل الإجرائية.

- masku:  

 السماحيات التي تمت وراثتها من الإجرائية الأب.

ر بعض الموارد. قد يكون أثناء انتظار توفّ ( Sleeping)ف ت في حالة توقّ جرائياتكون معظم الإ نمعيّ من المهم أن ندرك أنه في أي وقت 

 القرص أو انتظار وقت معيّن من اليوم.هذا المورد عبارة عن نقرة بالفأرة أو ضغطة مفتاح أو رزمة من الشبكة أو بعض البيانات من 

 

 Zombie Processes 

 ا  حالي قيد التشغيل ياتجرائرؤية الإ نايمكنحيث  (Processes Table) ياتجرائيجب إزالتها من جدول الإ الإجرائية،بمجرد انتهاء 

 .""System-Monitor مراقب النظامضمن 

يات جرائجميع الإ ةلازإالتنفيذ و تقوم ب الإجرائية الأب حتى تستلم بالأللإجرائية  pidبالمعرّف الابن ية جرائلإل pid المعرّف لااستبد يتم

 .تنفيذها اكتمل وأالتي ماتت  الأبناء

Imagine it like this:  

“You find a dead body in the middle of the road, you call the dead body’s family and they take that body 

away from the road.” 
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لذا فإن الشيء الوحيد المضمون لإزالة ( child zombies) الأبناء الميتةلكن الكثير من البرامج ليست مبرمجة جيداً بما يكفي لإزالة 

Child Zombies جرائية الأبهو قتل الإ. 

 بعد إتمامها للتنفيذ. ىحت الإجرائياتفي جدول  الإجرائياتلكن في بعض الأحيان تظل بعض هذه 

 ".Zombie Processesتسمى " الإجرائياتولكنها لا تزال موجودة في جدول  هاذه الإجرائيات التي أكملت تنفيذلذا فإن ه

ولا تستخدم أي موارد أو تؤثر على  عمل،نظرًا لأنها لا تقوم بأي  zombie processلا يوجد أي ضرر على نظام التشغيل عند وجود 

  أي إجرائية أ خرى.

فسوف يزدحم جدول الإجرائيات وقد يصبح الأمر صعبًا بالنسبة للإجرائيات التي  ،zombie processesإذا كان يوجد الكثير من  ،ولكن

 تعمل بالفعل.

 ت.جرائيافي جدول الإ zombie processesعلى تفاصيل جميع سنحصل  terminal الفي    ps aux | grep Zالأمر بكتابة 

 اتت أوئيات الأبناء التي مزيل الإجرائية الأب جميع الإجراستبدال معرّف الإجرائية بمعرّف الإجرائية الأب بحيث ت  لا التاليكتب الأمر ن

 :اكتملت

kill -s SIGCHLD process_id 

 

 Gnomeمراقبة الإجرائيات بشكل رسوميّ في بيئة سطح المكتب 

-gnome-system برنامج تشغيلوسيؤدي هذا ل System Monitorتمّ  System Tools نختار Applicationsمن القائمة 

monitor التالي: وتقديم العرض الموضح في الشكل 
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 ملاحظة:

. ليس لديك إذن كافٍ  هالنظام( لأن إجرائياتالتي يملكها مستخدمون آخرون )بما في ذلك  الإجرائياتلن تتمكن من إنهاء هذه الطريقة في 

 :إجرائيةمما يتيح لك إنهاء أي  ،rootدم خالممكن تشغيل هذا البرنامج كمست من

 

وقد يكون من  للاستخدام،الخاطئة إلى ترك نظام التشغيل في حالة عمل جزئي أو غير قابل  الإجرائياتأو  الإجرائيةقد يؤدي إنهاء 

 الضروري إعادة تشغيل النظام للاستعادة لذلك يجب الحذر!

 

 KDEمراقبة الإجرائيات بشكل رسوميّ في بيئة سطح المكتب 

 الذي سيعرض النافذة التالية: ksysguard برنامج سيشغّل ا)أو بالبحث عن الاسم( وهذ KSysGuardنختار  Systemمن القائمة 

 

 ملاحظة:

 . التي يملكها مستخدمون آخرون الإجرائياتإنهاء لا يمكن  ، MonitorGNOME Systemكما هو الحال في 

 :إجرائيةمما يتيح لك إنهاء أي  ،rootدم خكمست ksysguard برنامج الممكن تشغيل من
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 (Monitoring process information on a character display)عرض معلومات عن الإجرائيات بشكل نصيّ 

 لعرض تفاصيل كتابية ضمن جدول عن الإجرائيات قيد التشغيل في النظام: topلدينا الأداة 

top 

 

 والمستخدم الذي يملكها وأولويتها ومقدار استخدامها للذاكرة والمعالج. PIDحيث نلاحظ بعض التفاصيل حول الإجرائية مثل المعرّف 

 :topونبيّن بالجدول التالي بعض الخيارات المتاحة مع الأمر 

Description Option 

Restrict the display to processes owned by one 

user. 

u 

Sort by memory usage. M 

Sort by current CPU usage. P 
 

  ة زمنية معينة.لحظية في جرائالإ معلومات عنلعرض  ps (process status)استخدام الأمر أيضاً يمكنك 

 فقط: الحالي terminalال على تم تنفيذها يات التي جرائالإ ps الأمر يعرض افتراضي،بشكل 
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 :psوفيما يلي بعض الخيارات لاستخدامها مع الأمر 

Description Option 

All (or everyone’s) processes e-  A- 

can be a username or numeric (which  user Processes owned by

user ID) 

user u- 

Displays full information, including the UID, PID, PPID, start time 

(STIME), terminal (TTY), total CPU time used (TIME), and 

command (CMD). 

f- 

 

 

 Terminalإنهاء الإجرائيات باستخدام ال 

 سما. عندما إنهاء إجرائية باستخدام PID الإجرائية أو بواسطة معرّف الأمر الذي ولّد الإجرائية بواسطة اسمنك إنهاء الإجرائيات يمك

فسوف  التشغيل،ولكن إذا كان هناك أكثر من إجرائية واحدة بنفس الاسم قيد  ،PIDفإنك توفر على نفسك عناء البحث عن المعرّف  ،الأمر

 تنهيهم جميعًا.

 مثال:

 والذي يعرض الساعة مع العقارب ويبقى الأمر قيد التنفيذ: xclockلنكتب الأمر 

 

 

 :xclockعرض الإجرائيات ومن ضمنها نكتب كالتالي لا خر و terminalنفتح 

 

 نكتب بعدها كالتالي لإنهاء الأمر السابق:و

killall xclock 

 .-KILLأضف الخيار  قليلة،إذا لم تنتهي الإجرائية خلال ثوانٍ 

ليس لديك إذن لقتل إجرائيات المستخدمين الآخرين ما لم  الحالي؛لاحظ أن هذا سيقتل فقط الإجرائيات بهذا الاسم التي يمتلكها المستخدم 

 .rootتكن مستخدم 



15 
 

 

 :(-KILLأضف الخيار  قليلة،إذا لم تنتهي الإجرائية خلال ثوانٍ )أيضاً  PIDونكتب الأمر التالي لإنهاء إجرائية عن طريق معرّفها 

 

 (Sending signalsإرسال إشارات للإجرائيات )

 الإجرائية.يتم إرسال إشارة رقمية إلى تلك  التنفيذ،لإنهاء إجرائية قيد 

 والذي يعرض أسماء وأرقام الإشارات: ،killمع الأمر  l-نستخدم الخيار  المتاحة،جميع الإشارات  ضلعر 

 

 الإشارات:وسنذكر فيما يلي بعض هذه 

 الإشارة.والذي يمكن تحديده عادة من اسم  د،محدّ كل من هذه الإشارات لها معنى 

1- SIGHUP  مثلاً عند إغلاق ال الاتصال. هي إشارة قطعterminal  يتم إرسال إشارةSIGHUP  إلى الإجرائية التي كانت قيد

 .terminalالتنفيذ على هذا ال 

2- SIGINT  يتم إرسالها عند استخدام( هي إشارة المقاطعةCtrl-C  لمحاولة مقاطعة برنامج يعمل علىterminal). 

3- SIGPWR  .هي إشارة إلى انقطاع أو فشل في الطاقة 

  ملاحظة:

 يتم إنشاء معظم هذه الإشارات تلقائيًا بواسطة نواة نظام التشغيل. 

  يمكن إعداد إجرائية ما للقيام بشيء ما عند التقاط إشارة معينة. إذا لم يتم إعداد الإجرائية عند التقاط  الحالات،في معظم

لكن و الإجرائية،يكون الحدث الافتراضي هو إنهاء  الحالات،فسيتم اتخاذ الحدث الافتراضيّ لهذه الإشارة. في معظم  الإشارة،

 لافتراضي هو ببساطة تجاهل الإشارة والاستمرار في العمل.( يكون الحدث اSIGPWRفي بعض الإشارات )مثل 
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أيضاً هي ، و killمر رة الافتراضية المرسلة من الأهي الإشانفسه, ولتطلب من برنامج معيّن إنهاء  SIGTERMتستخدم الإشارة  -4

 .End Programعندما نضغط على زر  GNOME System Monitorالإشارة المرسلة بواسطة 

 نكتب كالتالي: terminalلإرسال هذه الإشارة باستخدام ال 

      kill  –SIGTERM  process_id 

 

بدون إعطائه الفرصة للإغلاق بأمان. يتم إرسال هذه  البرنامج دائمًا قوم بإنهاءوالمعالجة وت طللالتقاغير قابلة  SIGKILLالإشارة  -5

 .System Monitor ضمن ال Kill Programالإشارة عند استخدام الخيار 

 نكتب كالتالي: terminalلإرسال هذه الإشارة باستخدام ال 

      kill  –SIGKILL  process_id 

 .CTRL+Cللإجرائية عند حدوث مقاطعة لها, مثلاً عند الضغط على  SIGINTت رسل الإشارة  -6

 مثال:

 :والذي يقوم بالتنفيذ بدون توقّف التالي scriptليكن لدينا ال 

 

بالشكل  معرّف الإجرائيةو (أو رقم الإشارة) الإشارةاسم و killالأمر ا خر ونرسل الإشارة التي نريدها باستخدام  terminalنفتح 

 :(SIGKILL)باستخدام الإشارة التالي

 

 :(15وهو  SIGTERM باستخدام رقم الإشارة مثلاا )أو بالشكل التالي
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 (nice and reniceتغيير أولوية الإجرائية )
 

 . (normal priority-than-lower) المعتادةإجرائية بأولوية أقل من أولويتها  ببدء niceالأمر  يقوم

بعدها نحددّ  افتراضياً. 10مة يتم تقليل الأولوية بقي الخيار،بدون هذا  ؛-nباستخدام الخيار  19إلى  1يمكن تقليل الأولوية بأي قيمة من 

 :، مثالتشغيلهراد الأمر الم  

 

)زيادة طفيفة في الأولوية عن الأولوية العادية(  1-وتعديل الأولوية بقيمة سالبة بين  ؛rootيجب أن تكون مستخدم  الإجرائية،لرفع أولوية 

 )أولوية قصوى(: 20-إلى 
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 :تغيير أولوية إجرائية موجودة وقيد التنفيذ

 للقيام بذلك. reniceنستخدم الأداة )الأمر( 

 مثال:

 للإجرائية.  PIDبعد اسم الأمر من أجل عرض المعّرف  &لاحظ استخدامنا للرمز 

 ا، بينم5إلى  0كوسيط ثانِ، نكون قد خفّضنا أولوية الإجرائية من  5مع القيمة  renice، واستخدام الأمر rootبعد دخولنا كمستخدم هنا و

 .2إلى  5كوسيط ثانِ، نكون قد رفعنا أولوية الإجرائية من  2 بعدها ومع القيمة

 

 ملاحظة:

نما يمكن بي مسبقاً،للمستخدم العادي بزيادة الأولوية لإجرائية معينة حتى لو قام هذا المستخدم بتخفيض الأولوية  reniceلا يسمح الأمر 

 كيفما يشاء:أن يعدلّ بالأولوية  rootالإداري للمستخدم 
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 (crontab & atإدارة المهام المُجدولة )

لتشغيل مهام النظام  Fedora تم إعداد، وقد محددفي تاريخ  محددة أويمكن إعداد المهام لتعمل تلقائيًا خلال فترة زمنية  ،Linuxفي 

 .وعمله المهمة للحفاظ على تحديث النظام

 .atو cron أداتي مع العديد من أدوات جدولة المهام مثل Fedoraوقد أتت 

  الأداةcron 

 يمكن استخدامها لجدولة تنفيذ المهام الدورية وفق وقت محدد سواء كان شهرياً أو يوم من الشهر أو أسبوعياً أو يوم محدد من الأسبوع.

 فلن يتم تنفيذها. ،ما مهمةجدولة  أثناءذا لم يكن النظام قيد التشغيل أن النظام يعمل بشكل مستمر. إ Cron الأداة فترضت

 . crondويجب تشغيل خدمة  vixie-cronيجب تثبيت حزمة  ،cronلاستخدام خدمة 

 استخدم الأمر التشغيل،لتحديد ما إذا كانت الخدمة قيد  أما rpm -q vixie-cronاستخدم الأمر  لا،لتحديد ما إذا كانت الحزمة مثبتة أم 

 /sbin /service crond status. 

 على الأسطر التالية: ،etc / crontab/المسار الموجود ضمن و cronيتكوّن ملف الإعداد الرئيسي للأداة  -

 

راد جدولتها cronتغيرات ت ستخدم لإعداد البيئة التي يتم فيها تشغيل مهام ال ة الأولى عبارة عن م  ثلاثالأسطر ال -  .الم 

 التنسيق التالي: يكون لهومعينة مهمة ل مثّ ي   etc / crontab/ملف  الكل سطر في  هذه الأسطر فإنّ  بعد -

minute   hour   day   month   dayofweek   command 

 حيث: -
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ن إ المثال،. على سبيل مرغوب الجدولة وِفقهامة )*( لتحديد جميع القيم اليمكن استخدام علامة النج أعلاه،لأي من القيم المذكورة  -

 .وضع علامة النجمة لقيمة الشهر تعني تنفيذ الأمر كل شهر

 

 3و 2و 1تعني الأعداد الصحيحة  1-4 المثال،( بين الأعداد الصحيحة نطاقًا من هذه الأعداد. على سبيل -) hyphen تحدد الواصلة -

 .4و

 

يشير إلى تلك الأعداد الصحيحة  8 ،6 ،4 ،3 المثال،تحدد مجموعة القيم المفصولة بفواصل )،( قائمة من هذه القيم. على سبيل  -

 الأربعة المحددة.

 

 لمثال،ايمكن استخدام )/( لتحديد قيم الخطوة. يمكن تخطي قيمة عدد صحيح داخل نطاق باتباع النطاق مع / >صحيح<. على سبيل  -

 لمثال،افي حقل الدقيقة. يمكن أيضًا استخدام قيم الخطوة مع علامة النجمة. على سبيل  تينكل دقيق بمعنى 0-59/  2يمكن استخدام 

 .كلما حل شهر ا ذار يتم تنفيذ المهمة() ثالثفي حقل الشهر لتشغيل المهمة كل شهر  */  3يمكن استخدام القيمة 

 

 ات ولا تتم معالجتها.أي سطور تبدأ بعلامة )#( هي تعليق -

 

/ و etc/cron.weekly/ و /etc/cron.daily/ و /etc/cron.hourly( في المسارات /scriptsالبرامج النصية) يتم وضع -

/etc/cron.monthly/ يجب أن تكون الملفات الموجودة أي كل ساعة أو يوميًا أو أسبوعيًا أو شهريًا على التوالي.  من أجل تنفيذها

 .(scripts) الأدلة عبارة عن نصوص برمجيةفي هذه 

 

 

ليل فيمكن إضافتها إلى الد شهريًا،مطلوبة ليتم تنفيذها وفقًا لجدول زمني غير كل ساعة أو يوميًا أو أسبوعيًا أو  cronإذا كانت مهمة  -

/etc/cron.d./ 

 

 ملاحظة:

 .sbin / service cron stop/استخدم الأمر   الخدمة،لإيقاف  أما sbin /service  cron  start/استخدم الأمر   ،cronلبدء خدمة 
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 atالأداة 

 لجدولة مهمة لمرة واحدة في وقت محدد atهنا يتم استخدام الأمر  المتكررة، بينمالجدولة المهام  cronاستخدام  إنه يتمقلنا 

. rpm -q atاستخدم الأمر  الحزمة،. لتحديد ما إذا تم تثبيت atdويجب تشغيل خدمة  ،RPMحزمة في اليجب تثبيت  ،atلاستخدام 

 .sbin / service atd status/استخدم الأمر   التشغيل،لتحديد ما إذا كانت الخدمة قيد 

 

 هو وقت تنفيذ الأمر. timeحيث  ،at timeاكتب الأمر  محدد،لجدولة مهمة لمرة واحدة في وقت  -

 واحداً مما يلي: timeيمكن أن يكون الوسيط  -

 

ونضغط على  تنفيذه،. بعدها نكتب الأمر المراد atيتم عرض موجّه أوامر من الشكل > ،timeمع الوسيط  atبعد كتابة الأمر  -

Enter،  وبعدهاCtrl + D .للخروج 

 . Enterيمكن تحديد أوامر متعددة عن طريق كتابة كل أمر متبوعًا بالمفتاح   -

 . Ctrl + Dللانتقال إلى سطر فارغ واكتب  Enterاضغط على  الأوامر،بعد كتابة جميع 

البرنامج النصي ، هذا بعد كل سطر في  Enter( في الموجّه ، والضغط على scriptبدلاً من ذلك ، يمكن إدخال نص برمجي كامل )

 في سطر فارغ للخروج.  Ctrl + Dوكتابة 

 مثال:

راد جدولته عند موجّه الأوامر  الا ن،دقائق من  3تنفيذ بعد مع تحديد الوقت حتى يتم ال atكتبنا هنا الأمر   <atوبعدها نكتب الأمر الم 

وهكذا إلى أن ننتهي نضغط  Enterنكتبها ونتابع ضغط  bash scriptأو تنفيذ ملفات  وفي حال أردنا أوامر أخرى ،Enter ونضغط

CTRL+D للخروج: 

 أولاا( atd)لا ننسى أن نشغلّ خدمة 
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